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Netmask: 255.255.255.252

Subnet: 157.143.104.200 (not usabl
Gateway: 157.143.104.201
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WAN interface mode: IP Static
(depending on Firewall device)

Example (data on your datasheet)
IP: 157.143.104.202
Subnet Mask: 255.255.255.252
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Subnet: 157.143.104.200/30
Netmask: 255.255.255.252

Subnet: 157.143.104.200 (not usable

Gateway: 157.143.104.201
Firewall: 157.143.104.202

Broadcast: 157.143.104.203 (not usable)
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WAN interface mode: IP Static
(depending on Firewall device)

Example (data on your datasheet)
IP: 157.143.104.202
Subnet Mask: 255.255.255.252
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WAN interface mode: IP Static
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Example (data on your datasheet)
IP: 157.143.104.202

Subnet: 157.143.104.200/30 Subnet Mask: 255.255.255.252

Netmask: 255.255.255.252

Subnet: 157.143.104.200 (not us
Gateway: 157.143.104.201
Firewall: 157.143.104.202

Broadcast: 157.143.104.203 (not usable)
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Firewall WAN
157.143.104.202

WAN interface mode: IP Static
(depending on Firewall device)

&) ETH 1 - WAN
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ETH 2 - Gateway

Example (data on your datasheet)
IP: 157.143.104.202
Subnet Mask: 255.255.255.252

Subnet: 157.143.104.200/30
Netmask: 255.255.255.252

Subnet: 157.143.104.200 (not usable)
Gateway: 157.143.104.201

Firewall: 157.143.104.202

Broadcast: 157.143.104.203 (not usable)
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Subnet: 157.143.104.200 (not usable) —_— — =
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Broadcast: 157.143.104.203 (not usable) To cofigure in the client’s Firewall

WAN interface mode: IP Static
(depending on Firewall device)

Example (data on your datasheet
IP: 157.143.104.202
Subnet Mask: 255.255.255.252
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Example (data on your datasheet)

IP: 157.143.104.202

Subnet Mask: 255.255.255.252

Subnet: 157.143.104.200/30
Netmask: 255.255.255.252

Subnet: 157.143.104.200 (not usable)
Gateway: 157.143.104.201

Firewall: 157.143.104.202

Broadcast: 157.143.104.203 (not usable)
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Subnet: 157.143.104.200/30
Netmask: 255.255.255.252

Subnet: 157.143.104.200 (not usable)
Gateway: 157.143.104.201
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MikroTik RB3011UiAS-RM
Preconfigured by peoplefone

ETH 10 - Mobile Router
POE-Port

Customer Firewall
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Firewall: 157.143.104.202
Broadcast: 157.143.104.203 (not usable)
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To cofigure in the client’s Firew

WAN interface mode: IP Static
(depending on Firewall device)

Example (data on your datasheet)
IP: 157.143.104.202
Subnet Mask: 255.255.255.252



(L peoplefone

peoplefone INTERNET - xgsPON Customer Network
xgsPON from house Customer Firewall
distribution Nokia XS-010X-Q MikroTik RB3011UiAS-RM
Approval by the building owner Bridge Preconfigured by peoplefone S
405 Seee
OoTO ID 4 —
“_ge
,'!/ f WAN interface mode: IP Static
“w (depending on Firewall device)
LIED xgs.PON Example (data on your datasheet)
(NEOMIDE IP: 157.143.104.202
Subnet Mask: 255.255.255.252
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Subnet: 157.143.104.200 (not usable)
Gateway: 157.143.104.201

Firewall: 157.143.104.202

Broadcast: 157.143.104.203 (not usable)
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WAN interface mode: IP Static
(depending on Firewall device)

Subnet: 157.143.104.200 (not usable)
Gateway: 157.143.104.201

Firewall: 157.143.104.202 To cofigure in the clien’s Firewall
Broadcast: 157.143.104.203 (not usable)

Example (data on your datasheet)
IP: 157.143.104.202
Subnet Mask: 255.255.255.252
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